


Printed from e-media with permission by: 
 

Curran Associates, Inc. 
57 Morehouse Lane 

Red Hook, NY  12571 
 

 
 

Some format issues inherent in the e-media version may also appear in this print version. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Copyright© (2015) by International Academy, Research, and Industry Association (IARIA) 
Please refer to the Copyright Information page. 
 
Printed by Curran Associates, Inc. (2016) 
  
 
International Academy, Research, and Industry Association (IARIA) 
412 Derby Way 
Wilmington, DE 19810 
 
Phone:  (408) 893-6407 
Fax:  (408) 527-6351 
 
petre@iaria.org 
 
 
Additional copies of this publication are available from: 
 
Curran Associates, Inc. 
57 Morehouse Lane 
Red Hook, NY 12571 USA 
Phone:  845-758-0400 
Fax:      845-758-2634 
Email:   curran@proceedings.com 
Web:     www.proceedings.com 



International Journal on Advances in Security

Volume 8, Numbers 1 & 2, 2015

CONTENTS

pages: 1 - 15
Improvement of User Profiling, Call Destination Profiling and Behavior Pattern Recognition Approaches for
Telephony Toll Fraud Detection
Anton Wiens, Hochschule Darmstadt - University of Applied Sciences, Germany
Sandra Kübler, Hochschule Darmstadt - University of Applied Sciences, Germany
Torsten Wiens, Hochschule Darmstadt - University of Applied Sciences, Germany
Michael Massoth, Hochschule Darmstadt - University of Applied Sciences, Germany

pages: 16 - 27
A Framework Balancing Privacy and Cooperation Incentives in User-Centric Networks
Alessandro Aldini, University of Urbino, Italy

pages: 28 - 47
Integrated Technologies for Communication Security and Secure Deletion on Android Smartphones
Alexandre Braga, CPqD, Brazil
Daniela Schwab, CPqD, Brazil
Eduardo Morais, CPqD, Brazil
Romulo Neto, CPqD, Brazil
André Vannucci, CPqD, Brazil

pages: 48 - 59
Symbolic Execution Based Automated Static Bug Detection for Eclipse CDT
Andreas Ibing, TU München, Germany

pages: 60 - 78
Reflections on Evolving Large-Scale Security Architectures
Geir M. Køien, University of Agder, Norway

pages: 79 - 88
The Policy-Based AS_PATH Verification to Prevent 1-Hop AS Path Hijacking By Monitoring BGP Live Streams
Je-Kuk Yun, Towson University, U.S.A.
Beomseok Hong, Towson University, U.S.A.
Yanggon Kim, Towson University, U.S.A.

pages: 89 - 98
Using Managed Certificate Whitelisting as a Basis for Internet of Things Security in Industrial Automation
Applications
Rainer Falk, Siemens AG, Corporate Technology, Germany
Steffen Fries, Siemens AG, Corporate Technology, Germany

pages: 99 - 108
Impacts on Database Performance in a Privacy-Preserving Biometric Authentication Scenario
Veit Köppen, Otto-von-Guericke University Magdeburg, Germany
Christian Krätzer, Otto-von-Guericke University Magdeburg, Germany
Jana Dittmann, Otto-von-Guericke University Magdeburg, Germany



Gunter Saake, Otto-von-Guericke University Magdeburg, Germany
Claus Vielhauer, Brandenburg University of Applied Sciences, Germany




