
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
IEEE Catalog Number: 
ISBN: 

CFP19C63-POD 
978-1-7281-3438-3 

2019 IEEE/ACM 5th 
International Workshop on 
Software Engineering for Smart 
Cyber-Physical Systems 
(SEsCPS 2019) 

Montreal, Quebec, Canada 
28 May 2019 



 
 
 
 
 
 
 
Copyright © 2019 by the Institute of Electrical and Electronics Engineers, Inc. 
All Rights Reserved 
 
Copyright and Reprint Permissions:  Abstracting is permitted with credit to the source.  
Libraries are permitted to photocopy beyond the limit of U.S. copyright law for private 
use of patrons those articles in this volume that carry a code at the bottom of the first 
page, provided the per-copy fee indicated in the code is paid through Copyright 
Clearance Center, 222 Rosewood Drive, Danvers, MA 01923.   
 
For other copying, reprint or republication permission, write to IEEE Copyrights 
Manager, IEEE Service Center, 445 Hoes Lane, Piscataway, NJ  08854.  All rights 
reserved.   
 
*** This is a print representation of what appears in the IEEE Digital 
Library.  Some format issues inherent in the e-media version may also 
appear in this print version.  
 
 
IEEE Catalog Number:   CFP19C63-POD 
ISBN (Print-On-Demand):  978-1-7281-3438-3 
ISBN (Online):   978-1-7281-2282-3 
 
 
 
           
 
Additional Copies of This Publication Are Available From: 
 
Curran Associates, Inc 
57 Morehouse Lane 
Red Hook, NY  12571 USA 
Phone:  (845) 758-0400 
Fax:  (845) 758-2633 
E-mail: curran@proceedings.com 
Web:               www.proceedings.com 

 
 
 



2019 IEEE/ACM 5th
International Workshop on

Software Engineering for Smart
Cyber-Physical Systems

(SEsCPS)

SEsCPS 2019
 

Table of Contents
 

 
 

 
 

 
 

SEsCPS 2019 Foreword  vii
SEsCPS 2019 Program Committee  ix

Keynote

A Fundamental Look at Models and Intelligence  1
      Edward Lee (University of California Berkeley)

Modeling

Socio-Cyber-Physical Systems: Models, Opportunities, Open Challenges  2
      Radu Calinescu (University of York), Javier Cámara (University of
      York), and Colin Paterson (University of York)

Towards Bridging the Gap Between Model- and Data- Driven Tool Suites for Cyber-Physical Systems  7
      Qishen Zhang (Vanderbilt University), Tamas Kecskes (Vanderbilt
      University), Janos Mathe (Vanderbilt University Medical Center), and
      Janos Sztipanovits (Vanderbilt University)

Modeling Semantic Dependencies to Allow Flow Monitoring in Networks with Black-Box Nodes  14
      Stefan Gries (University of Duisburg-Essen), Julius Ollesch (IBM
      Deutschland GmbH), and Volker Gruhn (University of Duisburg-Essen)

Simulation

BIM Sim/3D: Multi-Agent Human Activity Simulation in Indoor Spaces  18
      YiJi Zhao (University of Alberta), Farnoosh Fatemi Pour (University of
      Alberta), Shadan Golestan (University of Alberta), and Eleni Stroulia
      (University of Alberta)

Reference Framework for Digital Twins within Cyber-Physical Systems  25
      Klementina Josifovska (Paderborn University), Enes Yigitbas (Paderborn
      University), and Gregor Engels (Paderborn University)

v



 
 

 
 

Security and Trustworthiness

Decentralized Access Control for Smart Buildings Using Metadata and Smart Contracts  32
      Leepakshi Bindra (University of Alberta), Changyuan Lin (University of
      Alberta), Eleni Stroulia (University of Alberta), and Omid Ardakanian
      (University of Alberta)

Learning-Based Adversarial Agent Detection and Identification in Cyber Physical Systems Applied to
Autonomous Vehicular Platoon  39
      Eshaan Khanapuri (University of Cincinnati), Tarun Chintalapati
      (University of Cincinnati), Rajnikant Sharma (University of
      Cincinnati), and Ryan Gerdes (Virginia Tech)

A Just Culture Is Fundamental: Extending Security Ergonomics by Design  46
      Barnaby Craggs (University of Bristol)

Understanding Security Requirements for Industrial Control System Supply Chains  50
      Ye Hou (Lancaster University), Jose Such (King's College London), and
      Awais Rashid (University of Bristol)

Author Index 55

vi




