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Ferucio Laurenţiu Ţiplea and Cristian Hristea 495

XIII



A Comparison of GKE Protocols based on SIDH
Hiroki Okada, Shinsaku Kiyomoto and Carlos Cid 507

Multi-Party Private Set Intersection Protocols for Practical Applications
Asli Bay, Zeki Erkin, Mina Alishahi and Jelle Vos 515

Using Program Analysis to Identify the Use of Vulnerable Functions
Rasmus Hagberg, Martin Hell and Christoph Reichenbach 523

Compact Variable-base ECC Scalar Multiplication using Euclidean Addition Chains
Fabien Herbaut, Nicolas Méloni and Pascal Véron 531

Secure Computation by Secret Sharing using Input Encrypted with Random Number
Keiichi Iwamura and Ahmad Akmal Aminuddin Mohd Kamal

540

A Scalable Bitcoin-based Public Key Certificate Management System
Chloe Tartan, Craig Wright, Michaella Pettit and Wei Zhang 548

Cloud Key Management using Trusted Execution Environment
Jaouhara Bouamama, Mustapha Hedabou and Mohammed Erradi 560

An Improved Live Anomaly Detection System (I-LADS) based on Deep Learning Algorithms
Gustavo Gonzalez-Granadillo, Alejandro G. Bedoya and Rodrigo Diaz 568

Inferring Flow Table State through Active Fingerprinting in SDN Environments: A Practical Approach
Marcin Gregorczyk and Wojciech Mazurczyk 576

SecSDN: A Novel Architecture for a Secure SDN
Parjanya Vyas and R. K. Shyamasundar 587

Storage Friendly Provably Secure Multivariate Identity-Based Signature from Isomorphism of
Polynomials Problem
Ratna Dutta, Sumit Kumar Debnath and Chinmoy Biswas

595

Formal Security Verification of the Station-to-Station based Cell-attachment Procedure of LDACS
Nils Mäurer, Christoph Gentsch, Thomas Gräupl and Corinna Schmitt 603

Side Channel Counter-measures based on Randomized AMNS Modular Multiplication
Christophe Negre 611

Selective Owner-side Encryption in Digital Data Markets: Strategies for Key Derivation
Sara Foresti and Giovanni Livraga 620

POSTERS

Security Issues of Electronic and Mobile Banking
Wojciech Wodo, Damian Stygar and Przemysław Błaśkiewicz 631
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