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PhishGNN: A Phishing Website Detection Framework using Graph Neural Networks
Tristan Bilot, Grégoire Geis and Badis Hammi 428

Are Clouds making Our Research Irrelevant and Who Is at Fault? (Position Paper)
Yvo Desmedt

436

PASS-P: Performance and Security Sensitive Dynamic Cache Partitioning
Nirmal Kumar Boran, Pranil Joshi and Virendra Singh 443

GAN-based Approach to Crafting Adversarial Malware Examples against a Heterogeneous Ensemble
Classifier
Saad Al-Ahmadi and Saud Al-Eyead

451

Reverse Engineering for Thwarting Digital Supply Chain Attacks in Critical Infrastructures: Ethical
Considerations
Arne Roar Nygård, Arvind Sharma and Sokratis Katsikas

461

A Decentralised Real Estate Transfer Verification based on Self-Sovereign Identity and Smart
Contracts
Abubakar-Sadiq Shehu, António Pinto and Manuel E. Correia

469

XIII



POSTERS

Irreversible Applications for Windows NT Systems
Rahul Sankalana Gunawardhana and Kavinga Yapa Abeywardena 479

Bypassing Current Limitations for Implementing a Credential Delegation for the Industry 4.0
Santiago de Diego, Óscar Lage, Cristina Regueiro, Sergio Anguita and Gabriel Maciá-Fernández 485

A Generic Privacy-preserving Protocol for Keystroke Dynamics-based Continuous Authentication
Ahmed Fraz Baig and Sigurd Eskeland 491

Risk-driven Model-based Architecture Design for Secure Information Flows in Manufacturing
Infrastructures
Loris Dal Lago, Fabio Federici, Davide Martintoni and Valerio Senni

499

Seccomp Filters from Fuzzing
Marcus Gelderie, Valentin Barth, Maximilian Luff and Julian Birami 507

A Method for Road Accident Prevention in Smart Cities based on Deep Reinforcement Learning
Giuseppe Crincoli, Fabiana Fierro, Giacomo Iadarola, Piera Elena La Rocca, Fabio Martinelli,
Francesco Mercaldo and Antonella Santone

513

TrustLend: Using Borrower Trustworthiness for Lending on Ethereum
Wisnu Uriawan, Youakim Badr, Omar Hasan and Lionel Brunie 519

Efficient IoT Device Fingerprinting Approach using Machine Learning
Richmond Osei, Habib Louafi, Malek Mouhoub and Zhongwen Zhu 525

A Real-time Method for CAN Bus Intrusion Detection by Means of Supervised Machine Learning
Francesco Mercaldo, Rosangela Casolare, Giovanni Ciaramella, Giacomo Iadarola, Fabio Martinelli,
Francesco Ranieri and Antonella Santone

534

Parallel and Distributed Implementations of the Wiedemann and the Block-Wiedemann Methods over
GF(2)
Rahul Roy, Abhijit Das and Dipanwita Roy Chowdhury

540

Discovering How to Attack a System
Fabrizio Baiardi, Daria Maggi and Mauro Passacantando 548

Decentralized Public Key Infrastructure with Identity Management using Hyperledger Fabric
Amisha Sinha and Debanjan Sadhya 554

The Weakest Link: On Breaking the Association between Usernames and Passwords in Authentication
Systems
Eva Anastasiadi, Elias Athanasopoulos and Evangelos Markatos

560

Authentication Attacks on Projection-based Cancelable Biometric Schemes
Axel Durbet, Paul-Marie Grollemund, Pascal Lafourcade, Denis Migdal and Kevin Thiry-Atighehchi 568

Weighted Attribute-based Encryption with Parallelized Decryption
Alexandru Ioniţǎ 574
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