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Martin Holec, Jan Bělohoubek, Pavel Rous, Tomáš Pokorný, Róbert Lórencz and František Steiner 375

Management of Customized Privacy Policies
Jens Leicht and Maritta Heisel

385

Precise Detection of Security Checks in Program Binaries
Koyel Pramanick and Prasad A. Kulkarni 397

XV



SHORT PAPERS

A Secret Key Spreading Protocol for Extending ETSI Quantum Key Distribution
Thomas Prévost, Bruno Martin and Olivier Alibart 411

Quantum-Resilient IoT: Integrating Hardware-Based Post-Quantum Cryptography for Robust Device
Security
Stephan Spitz, Alexander Lawall and Michal Andrzejczak

419

A2CT: Automated Detection of Function and Object-Level Access Control Vulnerabilities in Web
Applications
Michael Schlaubitz, Onur Veyisoglu and Marc Rennhard

425

(Deep) Learning About Elliptic Curve Cryptography
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